


Impressum 



X

☐

☐

☐



Table of Contents 

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  

  



  

  

  

  

 

 

 

 



List of Tables 

 
 
 
 
 
 
 



1. Introduction 

1.1. Purpose and structure of the document 



2. Quality Management 

2.1. Goals and objectives 

2.1.1. Introduction 

2.1.2. Key roles in the GENTE project 

● 

● 

● 

● 

● 

● 

● 



2.1.3. Goals and objectives of the research 

● 

● 

● 

● 

● 

● 

● 

● 



2.1.4. Research approach 

2.1.5. Research integrity 

https://www.allea.org/wp-content/uploads/2017/05/ALLEA-European-Code-of-Conduct-for-Research-Integrity-2017.pdf



2.1.6. Milestones and key performance indicators  



2.2. Quality Assurance 

2.2.1. Internal review of GENTE deliverables 

2.2.2. Internal review of project milestones 



2.2.3. Interim national reports 

2.2.4. Document classification 

2.2.5. Document storage 

● 

● 

● 

● 

● 

● 



3. Risk Management 

3.1. Risk management approach 

 

 

 

 

 

 

 

 

3.2. Identified risks  



4. Data Management 

4.1. Data management approach 

● 

● 

. 

4.2. Data handling guidelines 



Management Step Description

Identification
Identify the data that is required, determine its level of classification, and 
determine the specific individuals who are authorised to access this data.

Storage
Store the confidential data in a secure location, such as a secure server or 
a physically secure location.

Access control

Implement strict access controls to ensure that only authorised individuals 
can access the confidential data. This may include password protection, 
authentication protocols, or other security measures.

Data handling

Establish procedures for handling confidential data, including guidelines 
for sharing the data with authorized individuals, and for disposing of the 
data when it is no longer needed.

Auditing

Regularly audit access to the confidential data to ensure that it is being 
used appropriately, and to identify and address any potential security 
breaches.
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